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Rationale
1. Current text in clause 5.2.9 mentions ‘gNB internal’ interface for split DU-CU implementations. The CU-DU interface is an open interface as per TS 38.470. The wording is corrected and a reference to TS 38.470 is inserted. Some general text has been added to mention the UP interface and the CP interface carrying two types of packets (F1 management + signaling bearer traffic transporting AS and NAS signalling packets).
2. Current requirements 2 and 3 refers to user plane traffic and is separately worded causing confusion, this is combined in to one requirement.

3. An Editor’s Note is added at the very beginning, since TS 38.470 has very little text now and is still evolving, TS 38.472 for F1-C and TS 38.474 for F1-U are also relevant specifications to be referenced.
4. A separate requirement added for the F1-C interface containing management traffic (by now only 3 messages for Reset, Setup and Error Indication of the F1-C). Since this type of traffic is different from the traffic transporting the RRC signalling packets), it cannot be hanlded in the same way. In particular the interface management traffic should be always protected in terms of authenticity and integrity and confidentiality, while the second one may not be required if over the air protection is enabled for signaling bearer traffic and the PDCP-C is terminated in the CU.
4. Reference to TS 38.470, TS 38.472, TS 38.474 added to Clause 2 References. 
************************************* start of pCR  change1 *************************************
5.2.9
Requirements for gNB F1 interfaces
Editor’s Note: TS 38.470 for the F1 interface, TS 38.472 for the F1-C interface, TS 38.474 for F1-U are still evolving, detailed requirements if any are FFS.

Requirements given below apply to gNBs with split DU-CU implementions using F1 interface defined in TS 38.470[x]. Signalling traffic (i.e. both F1-C interface management traffic defined in TS 38.470[x] and F1-C signalling bearer defined in TS 38.472[xx] and user plane data may be sent on the F1 interface between a given DU and its CU.

1.
 gNB shall support confidentiality, integrity and anti replay protection for F1-C signalling bearer [xx].
2. 
F1-C interface management traffic defined in TS 38.470 [x] shall be integrity, confidentiality and anti-replay protected.
2.
gNB shall support confidentiality, integrity and anti replay protection on the gNB DU-CU F1-U interface[xxx] for user plane.
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